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1 Introduction

=

This tool is used to manage and configure IPCs, NVRs, display control devices, access control
devices, door stations, indoor stations, etc. on local area network (LAN). Major functions are listed

in the table below.

NOTE!

¢ Display control devices only support login, changing password, modification of network
parameters, and local upgrade. EC encoders also support channel configuration.

¢ Indoor stations not support changing password, restarting, restoring defaults, restoring
factory defaults, importing/exporting configuration, basic configuration.

Iltem Function
Add Device ® Search Device: Searches for devices within a specified network segment.
® Add Device Manually: Searches for a device with a known IP address.
Basic Operations Basic operations include:
® Edit device settings
® View device details
® Configure the cloud service
® Access a device's web interface
® Export device list
Change Device | Change a device's login password.
Password
Modify Network | Modify a device’'s network parameters.
Parameters
Configuration ® Basic Configuration: Configure the device name, system time, network, DNS, port,
SNMP and ONVIF for a device.
® Advanced Configuration: Configure image, encoding, OSD, audio, and motion
detection for a channel.
System System configuration include:
Configuration ® Restart device
® Restore defaults
® Restore factory defaults
® Perform device maintenance
Upgrade ® Template File: Use a file that specifies paths to upgrade packages on the computer
to upgrade various types of devices.
® Online Upgrade: Obtain an upgrade package from the cloud to upgrade the connected
devices.
® File Upgrade: Upload an upgrade file to upgrade devices of the same type.
NVR Channel | Adds or deletes cameras connected to an NVR (also referred to as NVR channels).
Management
Capacity Calculates the required hard disk space, number of hard disks, and recording time.
Calculation

Note: Before you start, make sure your devices and the computer running this tool are connected

by a network.




2 Device Management

2.1 Add Device

When you log in for the first time or when the device list is empty, the tool will automatically search
for devices on the same network segment as the PC and then list the discovered devices.

This section describes how to add devices to the tool for management and configuration. You can
search devices or add devices manually.

2.1.1 Search Device

1. Click Search. A page as shown below appears. The devices on the same network segment as
the computer are listed.
= NOTE!

= The search page always appears when you log in for the first time or when no devices have
been added.

Search to Add

IP Address — . Device Type  IPC NVR Display C Status Al m Reset
Batch Add Modify Network Parameters
~
Device Name Model IP Port Version Serial Mo MAC Status Operatiol

210235C6FD322B000. DSM3001-UH-X 192.163.1.157 80 B2102.10.0.230118 2

NVR-S300-R24@128 NVR-5300-R24 192163289 80 NVR-B5201.37.36.230509
HC161@GCN-168 HC 181 192.163.3.174 80 ITS_510108-B0028P03 |
NVR501-168 NVR501-16B 1921636112 80 NVR-B3613.37.10.230117
NVR-S300-R24@128 NVR-5300-R24 1921631480 80 NVR-B5201.38.5.230613
NVR516-128 NVR516-128 192.163.1482 80 NVR-B§101.37.0.230302 j
NVR-S300-R24@128 NVR-5300-R24 192163.14.. 80 NVR-B5201.37.25.230404
NVR-5200-R16@128 NVR-5200-R16 1921631612 80 NVR-B5101.36.18.221215
NVR501-168-DT NVRS01-16B-DT  192.163.16... 80 NVR-B3613.36.28.230112
NVR501-188-DT NVRS01-18B-DT  192.163.18... 80 NVR-B3613.36.28.230112  _.__.__.lilll .l
UNIVIEW DC2004-FF 193.44.1.2 81
UNIVIEW DC2004-FF 193.44.1.3 81
UNIVIEW DC2004-FF 193.44.1.4 81
UNIVEW DC2004-FF 193.44.1.28 81
= neoAAEE 10244420 a1
Total 661 < ‘ 1 | 2 3 4 5 14 50 per page GoTo | 1 | Page

2. (Optional) Set search conditions including network segment, device type, and status, and then
click Search.

3. Choose a way to add devices.
» Add devices in batches: Select devices you want to add, and then click Batch Add.

» Add one device: Click the corresponding in the Operation column.

4. Confirm the username and password and then click OK. The default username/password is
admin/123456. If you changed the username/password of a device before successfully adding
it to the tool, the tool will remember the new username/password, and will use them when you
add the device again next time.



5. The tool displays a message after completing the adding. If a device failed to be added, click

2.1.2 Add Device Manually

1. Click Add. A page as shown below appears.

Add

IP Range

Add By ® P

Fort 80

lsername

Passwaord

Add Offline Device

2. Choose a way to add devices.
» By IP: Enter the device IP address, port number, username, and password to add a device.

» By IP range: Enter the IP range, port number, username, and password to add all devices

4.

within the IP address range.

View Failure Details to see the cause of failure. You can modify settings in the list and then
import again. See Import File.

Imparted File

Cancel

» Import File: Click Export to export the template, then complete device information in the
template, and import the template to add the devices specified in the file. A message
appears when the import is completed. If a device failed to be added, you can click View
Failure Details to see the cause of failure. You can modify settings and then import again.

(Optional) Check Add Offline Device to add offline devices to the device list. The device
information will not be verified when they are added to the device list; it will be verified when

you configure the devices.
Click OK.

2.2 Basic Operations

2.2.1 Edit Device

Edit the device username and password saved by the tool. The username and password will be
used to access the device during subsequent configuration.
Choose a way to change the device username and password.



o Refresh () search Add /7 Edit [I] Delete 21- CheckforUpdates =) Device Upgrade <> Channel Upgrade | T, ExportUpgrade Report

‘T) Change Password /7 Modify Metwork Parameters | i0% Config v i System Config T, Export - Building Config More Selected 0 device(s)
Device Name g - Maodel Version MAC Serial No. Operation Operation Status
HICTW - PR o N ) HICE 8 QIPCEEETL LTI Y Goif 03 210238 T 1 A)0499 [ T Login succeeded

® Edit devices in batches: Select the devices you want to edit, click Edit. A dialog box appears.
Enter the new username and password, and then click OK.

® Edit one device: In the Operation column, click " for the device you want to edit. A dialog

box appears. Enter the new username and password, and then click OK.

You do not automatically log in to the device after changing the username and password. To check
whether the password is correct, select the device and then click Refresh to view the device status.

2.2.2 View Device Details

Click ~* in the Operation column to view device details, including device name, model, serial

number, version information, and IP address.

Details

Device Mame: HIC5621@mDH-FA

Device Model: HIC5621

Serial Mo

Version: IPC_01203-BO00GP3001806
MALC: - T

Port: a0

IP 192.168.2. 64

Subnet Mask: 25525500

Gateway: 192.168.2.1

2.2.3 Configure Cloud Service

Enable/disable cloud service and the add without signup function.

® After enabling the cloud service, you can add the device to your cloud account. Then, you can
use the device by logging in to your cloud account in other applications, without the need to
repeatedly add the device.



® \When the add without signup function is enabled, you can add and use a device using the
corresponding app, without the need to sign up for a cloud account.

Click “ in the Operation column. A page as shown below appears.

Cloud Service (192.168.2.80)

EZCloud: on &) Off
Add Without Signup: (# On Off
Server Address: en.ercloud.uniview.com

Reqgister Code: I
Lsername:
Device Status: Offline

Senice Agreement:  hitpdien.ezcloud.uniview.comidoctermsofsenvice. html

Scan QR Code:

Fefresh

® Enable or disable the cloud (EZCloud) service for the device.
When the cloud service is enabled, you can log in to your cloud account in the app and use
the app to scan the QR code to add the device. If the device status is displayed as “online”, it
indicates the device is connected to the cloud server and can be added to your cloud account.

= NOTE!
E After enabling or disabling the cloud service, you need to click Refresh to update the device
status.

® Enable or disable the add without signup function for the device.
When enabled, you can use a corresponding app to scan the QR code below to add the device.
This enables you to access the device remotely from a mobile phone without requiring you to
sign up for a cloud account.



= NOTE!
@ The add without signup function requires that the device has enabled cloud service and set a
strong password.

® Delete device: To remove a device from your cloud account, click Delete. This operation does
not affect using the device in the tool.

2.2.4 Access Device’'s Web Interface

. . . . . , .
Click in the Operation column to open the login page on the device’'s web interface.
Refresh Search Add Edit Delete Check for Updates Device Upgrade Channel Upgrade Export Upgrade Report
Change Password Modify Network Parameters Config A System Config  w Export Building Config More v Selected: 0 device(s)
Device Name P - Model Version MAC Serial Na. Operation Operation Status
HICTAL - i i 78 HICISd] <8 QIPCEEETLILATI.IEDY Goif k93 21023 E Lfr0499 Login succeeded

2.2.5 Delete Device

Select the devices you want to delete, and then click Delete on the top to delete the devices from
the device list.

Refresh Search Add Edit Delete Check for Updates Device Upgrade Channel Upgrade Export Upgrade Report
Change Password Modify Network Parameters Config  w System Config  w Export Building Config Mare v Selected: 2 device(s)
Device Name P - Madel Version MAC Serial No. Operation Operation Status
HICHY =Bk .. 192.1ELLM HICH - QIPCEEBILILTIIERL  6cfiie 'e:03 2102 CHI20A0004099 Login succeeded
ET-5] Mriadig 19218507 ET-E0 QPT S L b i 615 TealB:18 2102TECHILITA0001 29 Login succeeded

2.3 Upgrade

Upgrade the version of devices or channels by choosing an upgrade mode below:

® Template upgrade: Uses a template that specifies paths to upgrade packages on your
computer and uses them to upgrade different types of devices.

® Online upgrade: Obtains upgrade packages from the cloud to upgrade various types of devices.
® File upgrade: Uploads upgrade files to upgrade devices of the same type.

2.3.1 Upgrade Config

Set the maximum number of devices that can be upgraded simultaneously and an upgrade period.

1. Click in the top right corner. A page as shown below appears, select Upgrade Config tab.



Client Configuration

Upgrade Config > | Max Upagrades
Storage Path Config 5 Max. Simultaneous Upgrades: 10
I Upgrade Time
Upagrade Time: 2024/3/27 0:00 ~ 2024/3/27 23:59

| Cnline Upgrade Path

File Path: L - 19 Browse

Cancel

2. Configure the following parameters.

» Max. Simultaneous Upgrades: Enter the number of devices that can be upgraded
simultaneously. The greater the number, the higher the network requirements. The default
is 10.

» Upgrade time: If selected, the upgrade will begin during the specified time period;
otherwise, the upgrade will start immediately. If an upgrade period is specified, make sure
the tool is running during that period, otherwise upgrade will fail.

» Online Upgrade Path: Click Browse, and then specify the download destination for the
upgrade packages.

3. Click OK.
2.3.2 Upgrade Device

1. Template File

This mode uses a template file containing paths to the upgrade packages on your computer and
uses these upgrade packages to upgrade devices of various types in batches.

1. Select the devices you want to upgrade, and then click Device Upgrade.

2. Choose Template Upgrade.



Upgrade

Upgrade Mode: (#® Template File Online Upgrade File Upgrade

Export Template: Export

File Path: Browse
| Upagrade Config

Max Upgrades: 10

Cancel

3. Click Export to export a template containing the basic information about the selected device.
In the template file, enter paths to the upgrade packages on your computer.

4. Click Browse to locate the configured template file, and then click Open to import the template.

5. (Optional) Click “=~. See Upgrade Config.

6. Click Upgrade. The devices will be upgraded during the configured upgrade time.

2. Online Upgrade

This mode checks for updates for the connected devices and downloads upgrade packages (if
updates are available) to your computer to upgrade devices of various types.

1. Select the devices you want to upgrade, and then click Check for Updates. The tool checks
for updates for the selected devices. If updates are available, Upgradable will be displayed in
the Operation Status column.

2. Select the upgradable devices, click Device Upgrade.



Upgrade »

Upgrade Mode: Template File ® Online Upgrade File Upgrade

Mote: This mod

various types of

pgrade packages from the cloud to upgrade

I Upgrade Config 53
Max Upgrades: 10

Online Upgrade Path: C:\

Upgrade Cancel

3. Choose Online Upgrade.

N

. (Optional) Click “*. See Upgrade Config.

5. Click Upgrade. The devices will be upgraded during the configured upgrade time.
3. File Upgrade

This mode allows upgrading devices of the same type by uploading upgrade files.
1. Select the devices you want to upgrade, and then click Device Upgrade.
2. Choose File Upgrade.

Upgrade »
Upgrade Mode: Template File Online Upgrade ® ) File Upgrade
File Path: Browse
Mote: This mode uploads upgrade files to upgrade devices of the same type.

I Upgrade Config {68

Max Upgrades: 10

Upagrade Cancel

3. Click Browse, and then locate the upgrade packages on your computer.

4. (Optional) Click **. See Upgrade Config.




5. Click Upgrade. The devices will be upgraded during the configured upgrade time.
2.3.3 Upgrade Channel

Upgrade camera connected to an NVR (also known as NVR channels).
1. Select the NVR, click Channel Upgrade.
2. Select the channels you want to upgrade, and then click OK.

3. The remaining operations for upgrading a channel are the same as upgrading a device. See
Upgrade Device for details.

2.3.4 Cancel Upgrade

If an upgrade task is scheduled, the upgrade time will be displayed at the top, and you can click
Cancel behind it to cancel the task.

Only one scheduled upgrade task can be configured.
2.3.5 Export Upgrade Report

1. Select the desired devices, and then click Export Upgrade Report. The Export Report page
as shown below appears

2. View the total number of devices, the number of devices to be upgraded, and the number of
successful or failed devices in the upgrade. To export the report, click Export.

Export Report

Export Report Export

* Total device(s) 2

# Device(s)to upgrade: 2

* Succeeded: 0

* Fajled: 2

LqE

2.4 Change Device Password

Change the login password for a device. After the password is changed, you need to use the new
password to access the device’s web interface.

1. Select the target device, and then click Change Password.

@ NOTE!

If you select multiple devices to change passwords, make sure that the usernames and original
passwords of the selected devices are the same.

10



2. On the page as shown below, enter the device’s username, old password and new password.

Manage Device Password (192.163.3.78)

* Username
* Old Password
* Mew Passwoard
Weak Medium Strong
* Confirm

Email

3. (Optional) Enter an email address for the device. The entered email address can be used to

receive a security code that is used to reset the device password in case you forget it. See
Reset Device Password.

4. Click OK to save the new password.

2.5 Modify Network Parameters

Modify the network parameters of a device manually or by using Dynamic Host Configuration
Protocol (DHCP).

1. Choose a method to open the Modify IP page.
» Select the device, and then click Modify Network Parameters.

» Click Search. On the Search to Add page, select the device for which you want to modify
IP, and then click Modify Network Parameters.

2. Choose Static or DHCP on the Modify IP page.

11



Modify IP (2 device(s) selected )

Mode: ® Static DHCF

IP Range: 192 168 . 2 . o4 — 192 . 168 . 2 . &5

SubnetMask: 255 . 255 . 255 0

Gateway: 192 . 168 . 2

IP(old) IP{new) Subnet Mask: Gateway Username Password Device Status
192.168.2.64 192.168.2.64 2552552850 192.168.21 admin L ITTI1]] Logged in
192.168.2.123 192.168.2.65 2652562650 192.168.21 admin LTI 11]] Loggedin

» Static: Enter the IP (for multiple devices, enter an IP address range), subnet mask, and
gateway.

» DHCP: IP address will be assigned dynamically.

3. Click OK. Check the Device Status column to see whether the modification is successful.

2.6 Configuration
2.6.1 Basic Configuration

1. Device Name

Change device name.

@ NOTE!

The device name appears only when one device is selected.

1. Enter the new name.
Device Mame HIC5621@DH-FA

2. Click Save.
2. Time

Choose a way to change the device’s time zone and system time.
» Change manually: Manually change the time zone and system time.

12



»  Sync with computer time: Click Sync with Computer Time to sync the device’s system time
with the computer’s system time.

Time Zone (UTC+00:00)London, Dublin, Lisbon
System Time 2023-6-21 02:04:54 : Sync with Computer Time
Auto Update £in @& Off

» Enable Auto Update: Set the NTP server address, port, and update interval, and the device’s
system time will automatically synchronize with the NTP server time.

Time Zone (UTC+00:00)London, Dublin, Lisbon
System Time 2023-6-21 02:04:54 : Sync with Computer Time
Auto Update ® 0n Off
MNTP Server Address o .0 .0 .0
MTP Part 123
Update Interval 10m
3. Network

Modify a device’s network configuration.

@ NOTE!

The network configuration appears only when one device is selected.

1. Configure the IP obtainment mode, network type, IP address, operating mode, subnet mask,
and gateway. An NVR also allows the selection of a network interface. The specific
configuration options are subject to the actual user interface.

IP Obtain Mode Static IP Address Port Type Copper Paort

IP Address 192 . 168 .

2
(=1
F

Operating Mode

Subnet Mask 255 . 255 0 0
Gateway 192 . 168 . 2 1

2. Click Save.
4. DNS

Configure the domain name server.

13



1. Modify the preferred DNS server address and alternate DNS server address.

The preferred DNS address is used when the preferred DNS is functioning properly. When the
preferred DNS server is unavailable, the alternate DNS server address is activated
automatically to ensure uninterrupted network operation.

Preferred DNS Server g . &8 . &8 . 8
Alternate DMS Server a .8 . 4 . 1
2. Click Save.
5. Port

Configure device port.
1. Change the HTTPS port and the HTTP port.

HTTPS Port 443
HTTP Paort a0
2. Click Save.
6. SNMP

SNMP is used to monitor device status and locate device faults.
1. Click Enable to enable SNMP.
2. Choose an SNMP type: SNMPv2 or SNMPv3.

SHMP ® 0n Off
SHMP Type SHMPv3
Username admin
Authentication Mode MD5

Authentication Password

Confirm Authentication Password
Encryption Mode DES
Encryption Password

Canfirm Encryption Passwaord

» (Recommended) SNMPv3

14



When the network security level is low, SNMPv3 is recommended due to its high level of
security. SNMPv3 uses username and password authentication and DES encryption to
provide a higher level of security.

SHMP ® 0n Off
SHMP Type SHMPv3
Usermname admin
Authentication Mode MD5

Authentication Password

Caonfirm Authentication Password

Encryption Mode DES

Encryption Password

Confirm Encryption Password

Parameter Description

SNMP Type The default is SNMPv3.

Authentication Password Used to verify packets sent from the device.
Confirm Authentication | Re-enter the authentication password.
Password

Encryption Password Used to encrypt data sent from the device.
Confirm Encryption Password Re-enter the encryption password.

» SNMPv2

SNMPV2 is allowed when the network security level is high. SNMPv2 uses community
string authentication and thus is less secure than SNMPv3.

SHMP ® On Off
SMMP Type SMMPv2
Read Community Test00
Parameter Description
SNMP Type Choose SNMPv2. A message appears to remind you of security risks. Click OK to
proceed.

15



Read Community Set SNMP read-only community name to enable the management end to verify
messages from the device. After successful authentication, SNMP messages with that
community name can be received.

7. ONVIF

Configure IPC authentication mode.
Authentication Mode @ Standard Compatible

® Standard: Uses the ONVIF-recommended authentication mode.

® Compatible: Uses the device’s current authentication mode.
2.6.2 Advanced Configuration

Advanced configuration includes images, encoding format, OSD, audio, motion detection, and
intelligent server parameters of IPCs and NVR channels. The parameters displayed may vary
depending on the device model.

= NOTE!

The EC encoder channel only supports the configuration of image, encoding, and OSD
parameters.

1. Image

Configure image parameters include display effects, image enhancement, scene, exposure, smart
illumination, and white balance.

16




Scenes

Mode Single Scene

Select Scene Common

Exposure

Exposure Mode Automatic
Image Enhancement Shutter 11100
Brightness —) 128 Gain(dB) 5
Saturation —) 128 Slow Shutter on (@ of
Contrast —) 128 Slowest Shutter 112
Sharpness -0 128 Compensation —) 0
2D NR —0 128 Day&Night Mode Automatic
3D MR -0 128 Day&Night Sensitivity Medium
Image Rotation  Mormal Day&Night Switching(: 3
WDR off

Get Configuration Restore Default

Operations:

View display effects: You can view live video while adjusting image settings. The adjustments
take effect immediately, allowing you to see the changes in real time. You can double-click the
image to maximize it to full screen; double-click again to restore.

Restore defaults: Click Restore Default to restore the default settings.
Obtain configuration: Click Get Configuration to obtain the latest parameters from the device.

To apply different scenes during different time periods, choose Multiple Scenes from the Mode
drop-down list, set the scene type, schedule, illumination, and elevation for each scene, and
then select Enable Scene Schedule. When the conditions set for the schedule, illumination,
and elevation range are met at the same time, the selected scene will be applied. If the

conditions are not met, the default scene will be used (with displayed in the Operation

column). Clicking in the Operation column will set the current scene as the default scene.

Copy to Channel: Copy image settings of a channel to other channels for quick configuration.
Click Copy To, select parameters and channels, and then click Save.
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Current Channel Channel 002

Channels (192.168.2.101)

| Parameters e

All

Image Enhancement

| Channel e

All
Channel 2

Channel 6

Channel 12
Channel 16
Channel 20
Channel 29

Channel 36

Copy To o

Exposure

Channel 3
Channel 7
Channel 13
Channel 17
Channel 23
Channel 30

Channel 37

Smart lllumination

Channel 4

Channel 9

Channel 14

Channel 18

Channel 24

Channel 34

Channel 39

White Balance

Channel 5

Channel 10

Channel 15

Channel 19

Channel 26

Channel 35

Channel 40

Save 4

o
=

Get Configuration Restore Default

= NOTE!
E The copy function only applies to channels that are connected via the private protocol.

2. Encoding

Configure encoding parameters, including capture mode, main/sub/third stream.
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Current Channel Channel 001

Capture Mode 2688=1520@60
Hain Enable Sub
Compression H.265 Compression H.265
Resolution 1920=1080(1080F) Resolution T20=576(D1)
Frame Rate(fps) 60 Frame Rate{fps) 25
Bit Rate(Kbps) 1536 [128 ~ 16384] Bit Rate(Kbps) 512 [128 ~ 16384]
Bit Rate Type VBR Bit Rate Type CBR
Image Quality Bit Rate Quality - Image Quality Bit Rate Quality
—) 5
| Frame Interval 50 [5 ~ 250]
U-Code Advanced Mode
GOP IP
Enable Third
. Smoathing Clear Smooth
Compression H.265 ——)
-Cod
Resolution 352x288(CIF) U-Code off
Frama Pataffne) IR
Copy To

Operations:

® To apply the changes, click Save.

® To copy configuration to a channel: Copy the encoding configuration of a channel to other
channels. See Copy to Channel.

3.0SD

Configure OSD parameters. OSD refers to contents (such as text) overlaid on video images. OSD
configuration includes display effects, channel name, content style, OSD content, and display area.
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Current Channel Channel 001

v No. Position Overlay OSD Content
1 Area? 299
2 Areal 222
3 Aread 233
4 Aread 222
5 Areas 2222
Display Style
G Areab
Effect Background
7 Area7
Font Size Medium
g Aread
Font Calar # [ ] Overlay Area2
Min.Margin Double R e Allgning | Left
Date Format ddMMiyvyy
Time Format hh:mm:ss it
Copy To
NOTE!

For EC encoder channels, the Channel Name option is not available in the OSD content list.

Operations:

® View display effects: You can view live video while adjusting image settings. The adjustments
take effect immediately, allowing you to see the changes in real time. You can double-click the
image to maximize it to full screen; double-click again to restore.

® Add or delete OSD: Adjust the OSD style on the left, and enter the OSD content in the box on
the right. The checkbox is automatically selected for the OSD content. To delete an OSD, clear
the checkbox or clear the OSD content.

® Adjust OSD position: The position of each OSD is adjustable. Click a row on the right side, the
coordinates of the OSD are displayed. Adjust the position as needed to avoid overlap.

® Use the copy function to copy the OSD configuration of an NVR channel to other channels of
the NVR. See Copy to Channel.

4, Audio

Configure audio parameters, including audio input, audio input gain, encoding format, and
sampling rate.

NOTE!
NVR channels do not support audio configuration.
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Audio Input & On Off

Audio Input Gain 128 [0~ 255]
Encoding Format G71U ¥
Sampling Rate(kHz) 28 ¥

5. Motion Detection

Configure motion detection parameters. Motion detection is used to detect motion within the
detection area during a specified time period. Motion detection configuration includes:

® Enable or disable motion detection

® Draw detection area

® Configure arming schedule

® Configure alarm linkage (alarm-triggered actions)

Current Channel Channel 013 ¥
Motion Detection On @) Off
Detection Area Arming Schedule Trigger Actions

Sensitivity Low —— High 88
/7 DrawArea

] Cleara

Copy To

Some parameters are described below.

Item Description

Detection You can specify detection areas by drawing on the image. The red grid indicates the detection
Area area. Click Draw Area to start drawing, and click Finish Drawing when you have finished.

Sensitivity | The higher the sensitivity, the smaller the detectable pixels, and it is easier to trigger detection
rules, but the false alarm rate will also increase accordingly. The specific value should be
determined according to the actual scene or test.
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ltem Description

Trigger Set actions to be triggered when a motion detection alarm occurs.

Actions

Arming Configure an arming schedule. The device generates alarms only during the arming schedule.
schedule

0 2 4 6 8 10 12 14 16 18 20 22 24
Mon P
Tue [
Wed
Thu !
Fri
Sat

Sun

® Click or drag on the green area to configure the arming schedule.
® Click Edit to input precise time periods manually. After finishing the configuration, you can
click Copy to copy the arming schedule of the current day to other days.

Copy To Copy the motion detection configuration of a channel to other channels of the same NVR. See
Copy to Channel.

6. Intelligent Server
If a device is to be connected to the intelligent server for centralized management, you need to
configure the server parameters for the device.

NOTE!
Only IPC supports intelligent server configuration.

The configuration may vary depending on the communication type. See the descriptions below for

details.

| Intelligent Server

Wy}
m
a
M
=
-
=]
—
Ln
sy
w0
[mr)

Platform Communication Type LMY
Camera Mo. HIC2641-WH@Z80-VF-B

Dievice Mo. EFIPCO

UNV (Persistent Connection) Parameter Description

Item Description
Configure an identification number for the camera for device identification.

Camera No.

Device No. Configure a VIID code for device identification on the server.
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I Intelligent Server

Server IP 0 . 0 . 0 . 0
Server Port 5196

Platform Communication Type | Video& mage Database

Device ID 0o

Username admin

Plaffarm Access Code [TITIT]

| Video&lmage Database Settings

Coordinate Mode Percentage Mode
Connection Mode Short Connection
Report Data Type Motor Vehicle Mon-Motor Vehicle Person Face

GA/T 1400 Parameter Description

Iltem Description
Device ID Enter a protocol-compliant number, where, digits 11-13 must be 119.
Username Username that the device uses to access the upper-level platform.

Platform Access | Password that the device uses to access the upper-level platform.
Code

Coordinate Indicate coordinates of the detection object. The percentage mode is recommended.

Mode ® (Recommended) Percentage mode: It specifies the range of 0-10000 for the x and y
axes and uses it as a coordinate system to determine the detection object’s position
in the image.

® Pixel mode: It reports the coordinates of the horizontal and vertical pixels of the
detection object in the image to determine the detection object's position in the image.

® Normalized mode: It specifies a range of 0-1 for x and y axes and uses it as a
coordinate system to determine the detection object's position in the image.

Connection ® Short Connection: Implemented by the standard HTTP protocol, and the connection
Mode mode used between devices and the upper-level platform is determined by the upper-
level platform.

® Standard: Used only when the device is connected to a Uniview server.

Report Data | Select the types of data to be reported: motor vehicle, non-motor vehicle, person, and
Type face.
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2.7 System Configuration

2.7.1 Restart Device

Select the devices you want to restart, click System Configuration > Restart Device, and then

confirm.

() Refresh () search +— Add 27 Edit 1] Delete * Checkfor Updates = Device Upgrade <r Channel Upgrade T, ExportUpgrade Report

(3) Change Password ® Modify Metwork Parameters 0% Config Gt system Config T, Export - Building Config  w  °== More  w Selected: 2 device(s)

P - Model Version Seeen Operation Status

+ Device Name
HICTTdl S, 191 1EL178 HICT QIPC-mEa Restore Defaults (Restore all factory default settings except network and user settings) Login succeeded
R R Restore Factory Defaults (Restore all factory default settings) .
ET- B 13- Ll 1941811, ET-HlLHED QPTS-Es5! Login succeeded
Maintenance
EI-TI LA TR 192. 18L1F.... EI-ET1 E-HHID VIC-BEREL. cvrce s voe e e S o L L Login succeeded

2.7.2 Restore Defaults

Restoring defaults means to restore all the parameters of a device to factory defaults except

network, user, and time parameters.
Select the target devices, click System Configuration > Restore Defaults, and then confirm.

() Refresh () Search + Add 27 Edit Ti] Delete 2\~ Checkfor Updates =5 Device Upgrade <¢ Channel Upgrade T, Export Upgrade Report
i Change Password _/i Modify Network Parameters Config A d @System Config & ,_\, Export ~+Building Config  w | === Nore A d Selected: 2 device(s)
+ Device Name 1P - Madel Version st Operation Status
HICTT L gekr. 191 iBLE78 HICTLE B QIPC-mEa Restare Defaults (Restore all factory default settings except network and user settmgs]. Login succeeded
Restore Factory Defaults (Restore all factory default settings) X
ET-B L. Lol 190 1@ M. ET-HIMHAS QPTS-R51 Login succeeded
Maintenance
EI-TF 1 E-H T8 1 192 1HLIP.... EI-EF1 E-HID VIC-BEET. ccoee e oo e e e = o L L Login succeeded

2.7.3 Restore Factory Defaults

Restoring defaults means to restore all the parameters of a device to factory defaults.
Select the target devices, click System Configuration > Restore Factory Defaults, and then

confirm.
) Refresh () Search - Add 22 Edit 1] Delste 21~ Checkfor Updates £ Device Upgrade <* Channel Uparade T, Export Upgrade Report
i Change Password /f Modify Network Parameters 3.,'_'33' Config A d @System Config & ,_\, Export v Building Config  w | === Moare A d Selected: 2 device(s)
+ Device Name 1P - Madel Version st Operation Status
HICTTdL ekl 191 1ELR78 HICTRESL @ QIpc-mast Restore Defaults (Restore all factory default settings except network and user settings) Login succeeded
Restore Factory Defaults (Restore all factory default settings
v Defautts ( Il factory default settings) )
ET-B 35 LAl 194 1M1 .. ET-51 A QPTS-fa5i . Login succeeded
Maintenance
EI-T 1 S H Tl 1 192 1ELIP.... El-EF1 E-HID VIC-BEET.. oo v e e e e e ——— o . L Login succeeded

2.7.4 Device Maintenance

Device maintenance allows you to import device configurations, export diagnostic information and

configurations.
1. Select devices, click System Configuration > Maintenance.
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2.8

2.9

Maintenance (192.168.2.64)

| Diagnosis Info

Storage Path Browse Export
| Config Management

Import Settings Browse mport

Export Settings Browse Export

2. Perform the following operations as needed:

» Export diagnostic information, including log information and system configuration
information. Click Browse, specify the destination, and then click Export. The diagnostic
information will be saved as a .csv file to the specified location on your computer.

» Import configuration: Import a local configuration file into a device to replace the existing
configuration file and change the device’'s configuration. Click Browse, locate the

configuration file, and then click Import.

» Export configuration: Export the system configuration file of a device to a local folder for

backup. Click Browse, specify the destination, and then click Export.

Export Device List

Export device information including device name, IP address, model, version information, MAC

address, and serial number to a .csv file.

Select the devices from the list, click Export, choose the destination, and then click Save to export

information of the selected devices.

Refresh Search Add Edit Delete Check for Updates Device Upgrade Channel Upgrade

Change Password Modify Metwork Parameters. Config - System Config Export Building Config  w More -
Device Name P - Model Version MAC Serial No. Operation
HICITd r 19L16L0T8 HICE 1 -8 QIPC-BEET MLI AR 6ol il 293 2102354 o alai00499
ET-RIIH-8EN 1926807 ET -l pibind QPTS-BI=aLok #afl... 6ofl feTeik18 210235 il 1 &00129

Building Configuration

Export Upgrade Report
Selected: 2 device(s)

Operation Status
Login succeeded

Login succeeded

Import a template to configure location linkage relationships for door stations, indoor stations, zone
stations, and management stations in batches. After configuration, the device can conduct video

intercom with devices it is linked with.
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1. Ensure that door stations, indoor stations, and zone stations have been added to the system
(management stations don’t need to be added; their locations will be configured based on their
relations with other devices in the template).

2. Complete the information in the template.
(1) Click Building Config > Download Template to download the template locally.
(2) Fill in the device and location information in the template.

Serial Ne. IP{#) Subnet Mask(#) Gateway(*) Device Type{IndResidentiaPhase EBullding Unit Reoem Extension Station
152,16 255, 255, 265. 0 192,165, 17, Door Station 1 1 1 1 o]
192,16 255, 255, 2565. 0 192,165, 17, /Indoor Station 1 1 1 1 1 0

NOTE!
Items marked with an asterisk (*) are required.
Device serial number is optional.

o If a serial number is provided, the device will be matched based on the serial number.
Note: The device IP, subnet mask, and gateway will also be modified according to the
template.

o If no serial number is provided, the device will be matched based on the IP address.

¢ Device type must be one of the types listed in the template header.
e Location information requirements:
o Management station: Residential Compound/Phase are required; leave other fields blank.

o Zone station: Residential Compound/Phase/Extension Station Number are required; the
Extension Station Number must be an integer greater than 0; leave other fields blank.

o Door station: Residential Compound/Phase/Building/Unit are required; Extension Station is
optional; leave other fields blank.

o Indoor station: Residential Compound/Phase/Building/Unit/Room are required; Extension
Station is optional.

¢ Inthe template, it is necessary to fill in information for all the devices that are related. For
example, if an outdoor station is related to three indoor stations, then you need to fill in
information for both the outdoor station and the three indoor stations; otherwise, only the
location information of the devices will be configured; their relations will not.

(3) Save the modified template.
3. Import the template.

(1) Select devices in the list that you want to import location information for (must be devices
listed in the template).

(2) Click Building Config > Import. Upload the modified template from local. The import result
is displayed.

(3) When imported successfully, the operation status will be displayed as “Related devices
configured successfully”.

Refresh Search Add Edit Delete Check for Updates. Device Upgrade Channel Upgrade Export Upgrade Report
Change Password Modify Netwark Parameters Config  w System Config Export oL Building Canfig & More v Selected: 2 device(s

v o Device Name P & Model Version MAC Operation Operation Status

Related devices configured successfully.

00129 Related devices configured successfully.
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= NOTE!
To modify location information, update the template locally and re-upload it.

2.10 More

2.10.1 Modify Device Names

Change device names in batches by importing a .csv file containing the modified device names.

You need to export a file containing the current device names first.

1. Selectthe target devices, click More > Modify Device Name. A page as shown below appears.

2. Click Export to export a template file containing information of the selected devices, including
IP, serial number, device type, and device name.

0sD

Export Template: Export

Import File: Browse

3. Modify the device names in the file, and then save the changes.

. Click Browse to select the file.
5. Click OK. The current device names will be replaced by the device names contained in the

imported .csv file.

2.10.2 Modify OSDs

Change device OSDs in batches by importing a .csv file containing the modified OSD configuration.
You need to export the current OSD configuration first.

= NOTE!
E Only IPCs and EC encoders support changing OSDs in batches.

1. Select the target devices, click More > Modify OSD. A page as shown below appears.
2. Click Export to export a template file containing the current OSD configuration of the selected

devices.
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Export Template: Export

Import File: Browse

3. Modify the OSD configuration in the file, and then save the changes.
. Click Browse to select the file.
5. Click OK. The current OSDs will be modified based on the OSD configuration contained in the
imported file.

2.10.3 Server Config

Change the server configuration for IPC(s) by importing a .csv file containing the modified server
configuration. You need to export the current server configuration first.
1. Select the IPC(s) for which you want to modify the server configuration, click More > Server
Config, and then select Management Server or Intelligent Server.
2. Export the current device configuration information into a .csv file.
» Management Server: Select the management protocol, and click Export.

Management Server X
Protocal GBIT28181

Export Config Export

Import File Browse

» Intelligent Server: Select the platform communication type, and click Export.

Intelligent Server x
Platform .

Communication O

Export Config Expart

Import File Browse
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3. After modifying the file locally, click Browse to select the modified file.

4. Click OK. After importing successfully, the server configuration of the device will be modified
based on the server configuration contained in the imported file.

2.11 Other Operations
2.11.1 Reset Device Password

You can reset the device’s login password if you forget it.
1. Click Search. A page as shown below appears.

Search to Add
IP Address — . Device Type  IPC NVR Display C Status Al m Reset
Batch Add Maodify Network Parameters
Device Name Model P - Port Version Serial No MAC Status Operatiol
210235CEFD322B000.. DSM3001-UH-X 192.163.1.157 80 B2102.10.0.230118 I:l
NVR-5300-R24@128 NVR-5300-R24 192.163.2.89 a0 NVR-B5201.37.35.230509
HC161@GCN-168 HC161 192.162.3.174 80 ITS_510108-B0028P02
HICBE221-HX30IR@A-... HICBE22I-HX30IR  192163.3230 80 ITS_6102-B0013P01 4
HICE621-L-L HICE621-L-U 192 163.6.18 a0 IPC_0Q1201-B5028P20D. 1
HIC5421HI-L-US HIC5421HI-L-US 192.162.6.20 80 IPC_HCMN2105-B0011. 3
NVRE01-16B NVRE01-16B 1921626112 80 NVR-B23613.27.10.220117
NVR-5300-R24@128 NVR-5300-R24 192 163.14.80 80 NVR-B5201.38 5 230613
NVR516-128 NVR516-128 192163.1482 80 NVR-B5101.37.0.230302
NVR-3200-R24@128 NVR-5200-R24 192.162.14.... 80 NVR-B5201.27.25.220404
NVR-5200-R16@128 NVR-5200-R18 192.163.16.12 80 NVR-B5101.36.18.221215 )
NVYR501-16B-DT NVR501-16B-DT 192163.16.. a0 NVR-B3613.36.28 230112
NVR501-16B-DT NVR501-16B-DT 192.162.16.... 80 NVR-B2613.26.28.220112

2. Click in the Operation column for the target device. A reset password page appears.

3. Follow the on-screen instructions to scan the QR code. A security code will be sent to the email
address you have submitted for the device. Enter the security code and then click Next to reset
the password.

2.11.2 Select Multiple Devices

Select devices one by one or select multiple devices by click-and-drag. The total number of devices
and the number of devices selected will be displayed on top of the device list.

2.11.3 Refresh Device List

To update the device information displayed on the current page, click Refresh. Alternatively, select
devices and click Refresh to update information of the selected devices.

2.11.4 Filter Devices

Select device types or enter keywords to filter the device list by device name, IP, device model,
version information, serial number, and operation status. To clear the keywords you have input,

click
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Device Type IPC X NVR X Display C Keyword

Refresh Search Add Edit Delete

Check for Updates Device Upgrade Channel Upgrade Export Upgrade Report
Change Passwaord Modify Network Parameters Config  w System Config  w Export Building Config v More  w Selected: 2 device(s)
Device Name P - Model Version MAC Serial No. Operation Operation Status
HICEE - IREC-.. 192,181 .78 HIC3 L QIPC- B ? 6l LB 210 W kit kiag Lagin succeeded
ET-RIEH-LgE 192018 17.... ET-REE=-al QPTS- R Dol eleriiel So= Tl 8 210 il ) 129 Login succeeded
El-§ -+l | 10218817 ... EI-EF 1 E-H-IT VIC-B = A RTIT =30 2103050 0ol el 15 Login succeeded

2.11.5 Sort Devices
Sort column contents in the device list in ascending or descending order by clicking a header:

Device Name, IP, Device Model, Version Information, MAC, Serial Number, Operation, and
Operation Status.

3 NVR Channel Management

Add or delete NVR channels.

3.1 Add NVR Channel

1. Click the NVR Channel Management tab on the main page.
2. Choose a way to add NVR channels:

» Select and add: Select the target IPCs in the IPC list, select the target NVR in the NVR

list, and then click Import. The selected IPCs will be added as channels to the specified
NVR.

PC: 5 NVR: 1 Add Delete Refresh

B0 & e

5 NVR308-64E-6_192.168.2.101
Owr

M v IPc 192168.2.170
‘o IPC 192.168.2.189
[ weipc 102.168.2.247

Owr

Import

» Add manually: Select the target NVR, click Add. On the pop-up page, complete

information for the IPC you want to add, and then click OK. The IPC will be added as a
channel to the NVR.
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= NOTE!
|: ¢ Inthe IPC list, orange indicates IPCs that have been added to the NVR.
e Inthe NVR list, blue indicates the newly added channels.

3.2 Delete NVR Channel

Delete NVR Channel
® Delete channels in batches: Select multiple channels under an NVR, and then click Delete.
The selected channels will be deleted.

NVR: 1 Add Delete Refresh

E [ gem NVR308-64E-B_192.168.2.101
Y 192.168.2.182 80
Yoy 192.168.2.80 80
uyr 192.168.2.64 80
[ % 192.168.2.142 80

] Yo 192.168.2.140 65535

® Delete one channel: Hover over the channel you want to delete, and then click 1] to delete it.

[ %y 192.168.2.137_80 |:|

4 Capacity Calculation

Calculate the allowed recording time or required hard disk space to facilitate capacity configuration.

4.1 Add Devices for Calculation

1. Click the Calculation tab.
2. Choose a way to add devices for calculation:
» Click Add. On the page as shown below, configure the parameters as needed, and then
click OK. The tool will calculate based on the settings you provided.
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Add

Channel Mumber 1 .
Compression H.264

Resolution 1920=1080(1080F)

Frame Rate 25

U-Code Off

Environmental Complexity | Medium

Bit Rate(kbps) 4096

Best Bit Rate(Kbps) 4096

» Click Search, and then select the devices for which you want to calculate. The tool will
calculate based on the actual configuration of the selected devices.

3. Repeat the above steps to add all the devices you need.

Add /7 Edit [I] Delete () search toAdd
v Compression Channels Resolution Frame Rate(fps) Bit Rate(Kbps) Total Bandwidth(Kbps)
H.264 1 1920=1080(10... 25 4096 4096

4.2 Calculate Retention Time

Select the devices from the list, and then click the Calculate Retention Time tab on the right.
Choose Disk Mode or RAID Mode. The tool will calculate retention time for the selected mode.

® Disk mode: Set the daily recording time and disk capacity. The number of days allowed for
recording will be displayed below.
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Calculate Days Calculate Disks

Diaily Recording Time:

QO 24 ~ Hour(s)

®) Disk Mode () RAID Mode
Disk Capacity:
2 * (eTB (CB

I sable Space: 1862.6 GB

Recording Time:

44 o

® RAID mode: Set the daily recording time, RAID type (0/1/5/6), RAID disk capacity and quantity.
The number of days allowed for recording will be displayed below.

33



Calculate Days Calculate Disks

Daily Recording Time:

O 24 = Hour(s)
Space Meeded:42.2 GB
() Disk Mode ® RAID Mode
Disk Capacity:
2 ° eTB (GB
RAID Type: RAID O ¥

RAID Disks: 1

=]

Usable Space: 1862.6 GB

Recording Time:

44 o

4.3 Calculate Disks Needed

Select devices from the list, and then click the Calculate Needed Disks tab on the right. Choose

Disk Mode or RAID Mode. The tool will calculate the required number of disks for the selected

mode.

® Disk mode: Set the retention days, daily recording time, disk capacity. The required number of
disks will be displayed below.
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Calculate Days Calculate Disks

Retention Time:

| Day(s)

Draily Recording Time:

) 24 : Hour(s)

®) Disk Mode () RAID Mode
Disk Capacity:

2 ° (@TB()CB
Disks Meeded: Usable Space: 1862.6 GB

® RAID mode: Set the daily recording time, retention days, RAID disk capacity, and RAID type.
The required number of RAID disks will be displayed below.
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Calculate Days |Ca|u::u|ate Disks |

Retention Time:

1 Dayis)

Daily Recording Time:

O 24 : Hour(s)

Space Meeded:.42 2 GB

() Disk Mode ® RAID Mode

Disk Capacity:

2 T eTB(GB

RAID Type: RAID O ¥

RAID Disks: Usahle Space: 1862.6 GB

1 Disks

4.4 Other Operations

Edit or delete the devices that have been added for calculation.
Edit
1. Select the devices you want to edit, and then click Edit.

-+ Add /7 Edit 1] Delete () SearchtoAdd

B
W Compression Channels Resolution Frame Rate(fps) Bit Rate(Kbps) Total Bandwidth(Kbps)

H.264 1 1920=1080(10... 25 4096 4096

2. Modify the parameters as needed.
3. Click OK.
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Delete
Select the devices you want to delete, and then click Delete.

5 Client Configuration

Click in the top right corner, go to Client Configuration page.
ltem Description
Upgrade Config See Upgrade Config.

Storage Path Config | During the tool's operation, some files recording exceptions will be generated.
Click Browse to select the storage path for these files, and click OK to save.

| Exception File Storage Path

File Path: Publ ith Browse

6 Application Center

The application center provides a portal through which users can conveniently download, install,
and upgrade other applications of our company.
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